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AHHOTAIUSA: LENBI0 JaHHOH paboTHI SBISAETCS M3yYeHHE OJHON M3 KIIOYEBBIX IPOOJIEM COBPEMEHHOCTH —
Kkubepnpecmynienuil u guwiunea. Pabota HampasieHa Ha BBIIBICHHUE MOCJIEACTBUIN CYIIECTBYIONINX BUIOB YIPO3,
O3HAaKOMJICHHE TOJIb30Batenell ViHTepHeTa ¢ COBpeMEHHBIMH CIIOCOOAaMH MOLICHHHYECTBA, OBBILICHUE HUPPOBOIi
IPaMOTHOCTH 1 00ecIieueHne Ha/IeKHOH 3aIINThI IEPCOHATIBHBIX JAHHBIX.

ABTOp OTMEUaeT, 4TO C MPUXO0JJOM HOBBIX TEXHOJOTHH BMECTE C TIPOCTOTOW BBHIMIOJIHEHHS TOBCETHEBHBIX 33124
M OBICTPOTOW CBSA3M MOCPEINCTBOM Telie()OHA, MECCEHIKEPOB U MHTEPHETA B LIEJIOM, NPHIIIA HOBas yrpo3a Ioj
Ha3BaHHUEM — Kubepnpecmynnocms. IPPEeKTUBHOCTS TPOTUBOACHCTBUS CHIKACTCS U3-3a HU3KOH WH(GOPMHUPOBAH-
HOCTH T0JIb30BaTENEH M MOCTOSHHOTO TIOSBJIICHUSI HOBBIX (DOPM MOIIIEHHHYECKHX CXEM, HalleJIEeHHBIX Ha IMOIyde-
HHUE KOH(UICHIIMATBHON HHPOPMALIUH C LENbI0 MOCECAYIONIeH SKCIUTyaTaluy e€ B IpecTynHbIX Hensax. Hecmotps
Ha POCT YHCIa JKePTB KHOEPIPECTYIUICHUH U yrpo3, MOKa OTCYTCTBYIOT MPOBEpeHHbIE U 3()PEeKTUBHBIE METOMBI
JUIs OOpBOBI C MOTOOHBIMH MPECTYIUICHUSIMA. TeM He MeHee NMPaBUTENbCTBA PAa3HBIX CTPAaH NPEANPHHUMAIOT aK-
TUBHBIE IIAry JUTS PENICHUS YKa3aHHBIX IPo0IIeM.

OueBuAHO, YTO Ja)Ke MPOCTasi yTeuka MEPCOHANBHBIX JaHHBIX MOXKET T'PO3UTh HETaTHUBHBIMU SKOHOMUYECKUMHU
MOCJIEICTBUSMHU. 3IOYMBIIUICHHUKNA MOTYT HIAHTKUPOBATH KEPTBY, BBIMOTATh JICHBIH, B3JIaAMBIBATh CUeTa B OaH-
kax [10]. Haubonplryto CI0KHOCTh BBI3BIBAET BO3MOYKHOCTh IOTEPU JOCTYIA K yUYETHON 3alHCH U KOHTPOJS Haj
JTUYHOU MH(pOpMaImeii 6e3 BOCCTaHOBICHHS.

B craTtbe mpuBOISTCS Pa3sHOBUAHOCTH KubepnpecmynieHuil i cioco0bl 00pbObI ¢ HUMH, OCOOEHHOCTH U THITBI
(OUIIMHTOBBIX CAaWTOB, & TAKXKE CIIOCOOBI 3AIIUTHI TMYHON MHPOpMAH. ABTOP NOAYEPKHUBAET, YTO OCOOBIE MEPHI
NPE0CTOPOKHOCTH COKOHOMST BpeMsl, (DMHAHCHI M 3[I0POBbE TPaXK/IaH.

KiroueBble ciioBa: kubeprnpecTyruieHns1, GUImHT, GUITHHTOBBIC CalTHI, yrpo3a, HHPOpMaMOHHOE 00IIECTBO,
HHTEpHET-MOIIIEHHNYECTBO, HH(OpMAIIMOHHAS 0€30MacHOCTb
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Danger everywhere: cyber threats and phishing sites

"Khachaturova S.S.,
" Plekhanov Russian University of Economics

Abstract: the purpose of this paper is to examine one of the key contemporary problems—cybercrime and

phishing. It aims to identify the consequences of existing threats, familiarize internet users with modern fraud
methods, improve digital literacy, and ensure reliable protection of personal data.
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The author notes that with the advent of new technologies, along with the ease of performing everyday tasks and
the speed of communication via telephone, instant messaging, and the internet in general, has emerged a new threat
called cybercrime. The effectiveness of countermeasures is diminished by low user awareness and the constant
emergence of new fraudulent schemes aimed at obtaining confidential information for subsequent criminal exploi-
tation. Despite the growing number of victims of cybercrime and threats, proven and effective methods for combat-
ing such crimes are still lacking. Nevertheless, governments around the world are taking active steps to address the-
se issues.

Clearly, even a simple leak of personal data can have negative economic consequences. Attackers can blackmail
victims, extort money, and hack bank accounts [10]. The greatest challenge is the potential loss of account access
and control over personal information without recovery.

This article describes the types of cybercrime and how to combat them, the characteristics and types of phishing
sites, and ways to protect personal information. The author emphasizes that special precautions will save citizens
time, money, and health.
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BBenenne

B smoxy crpemurensHON 1udpoBoil TpaHCPOpMAIHH, KOT/Ia HHPOPMAIIMOHHBIE TEXHOJIOTHU TITyOOKO MPOHU-
KaroT BO Bce chephl KU3HENEATETPHOCTH COBPEMEHHOTO O0IIECTBA, BKIIFOYAS ¥ FOPUIANYECKYIO TPAKTHKY, TIPOTIOP-
[IUOHAJILHO BO3PACTACT U PUCK KUOCPIPECTYILICHHUH. DTOT MPOIIECC, OXBATHIBAIOIIMIA BCE OT MOBCEAHEBHBIX KOM-
MYHUKAIMN JI0 CIIOKHBIX (PMHAHCOBBIX OTepallyii, CO3JacT OMaronpusITHYIO MMOYBY JUIS Pa3BUTHSI HOBBIX (hOpM KH-
0epyrpo3, HANPaBIICHHBIX HA XHIEHUE JaHHBIX, MOIIEHHHYECTBO U HAHECEHHUE yIepOa KaK YacTHBIM JIMIIAaM, TaK U
Opra”Hu3arusM.

CTOHT 3aMETHUTh, UTO Pa3IMYHbIC TOCYAAPCTRBA MPEIJIaraloT pa3HbIe TPAKTOBKU MOHATHIO KubepnpecmynieHue,
HCXOJIS1 3 0COOEHHOCTEH CBOETO 3aKOHOATEIIHCTRA.

Hampumep, B CLLA mox xubepnpecmynienusmy TOHUMAIOTCS JTF00BIE TIPOTHBOIIPABHBIE HAPYIIICHUS 3aKOHO 1A~
TCJIbCTBA C IIOMOIIBIO I/IH(I)OpMaHI/IOHHI)IX ILGBafICOB, UMCIOIIIUX COCIUHEHHUE C CEThIO. Takune MMPEeCTYIJICHUA MOA-
pa3mensoTCs Ha TPHU KaTeropHuu, KOTAa SJIEKTPOHHAS TEXHHUKA SIBIIACTCS: IIENBI0, OPYKHEM U UCTOYHUKOM XpaHe-
HUSL.

3akoHonarenbcTBO DeneparuBHoli PecryOnuku ['epMaHus OTHOCHT JaHHBIE BHIBI NPECTYIUICHHS K MMYIIe-
CTBCHHBLIM, HO C YY€TOM HCIIOJIb30BAHNA TEXHUYCCKUX YCTPOﬁCTB, KaK Cp€aCTBa COBCPUICHUA MMPpaBOHAPYIICHUS.

Poccuiickoe 3aKOHOIATENECTBO 001a1aeT PSIIOM ITPABOBBIX HHCTPYMEHTOB, KOTOPHIE ITO3BOJISTIOT OCYIIECTBIISTh
3¢ hekTBHOE TTPOTHUBOAEHCTBIE KNOEPIPECTYIDICHHUSIM, 3aIlUIIasi MHTEPECHl TpaXkIaH, OpraHu3aluil U rocyaap-
CTBa B IIEJIOM. DTH WUHCTPYMEHTHI BKJIFOYAIOT B ce0s MOJNOKEHHS YTOJIOBHOTO KoJiekca Poccuiickoit deneparumy,
MpeIyCMaTPUBAIOIINE OTBETCTBEHHOCTH 32 Pa3NIMYHbIE BH/BI MPECTYIUICHUH, KOTOPBIE MOTYT OBITh COBEPIIEHBI C
HCTIONTF30BaHUEM KHOEpyTpo3.

MartepuaJibl 1 METOABI HCCJIETOBAHMIT

st uzyueHus kubepnpecmynienuil i puuuHea UCTIONIb3YIOTCS pa3HOOOpa3HbIC HAYYHBIC M MPAKTUYSCKUE Me-
TONBI, TaKWe KaK aHAJIN3 KeWCOB M Cy/NeOHON NpPaKTHKH, WCIOJIB30BAaHUE CIEIHATBHBIX HWHCTPYMEHTOB W TIPO-
rPaMMHOTO OOECIICUEHUS, TIO3BOJISIONINE BBISBUTH CJCIbI MPECTYITHOW aKTUBHOCTH, a TaKXKe BO3MOXKHOCTH BOC-
CTaHOBJICHHSI y/IaJICHHBIX (halJIOB M HCCIICIOBAHUS MEXaHU3MOB PaCIPOCTPAHEHHS BPEIOHOCHOTO MPOrPaMMHOTO
obecrniedeHusl.

MeTo/1p1 HCCIIETOBAHMIA TTO3BOJISAIOT KOMIUIEKCHO U3YUNTh IPUPOLNY KubepnpecmynieHul U puuuHe08bIx amax,
a Takxe pazpaboTarb 3QPEKTUBHBIC MEPBI O€30MTACHOCTH, TPOMUIAKTHKH U MPOTUBOACUCTBUS MPOOIEMHEIM Jes-
HUSIM.

Kubepnpectymienne onpenensieTcst Kak MPeCcTyIHAs AEITEeIbHOCTh, B paMKaX KOTOPOH KOMITBIOTEP, KOMITBIO-
TEpHAs CETh WM CETEBOE YCTPOUCTBO SIBISAIOTCS JTMOO IENBIO, THOO WHCTPYMEHTOM JIJIsl COBEPIIICHUS IPYTHX TPO-
THUBOIIPaBHBIX JCHCTBUH [4].

Cratbs 159 Yronosraoro komekca Poccuiickoit @eneparnu [9], mocBsIeHHAs MOIIIEHHUYIECTBY, UTPAET KITFOUE-
BYIO POJIb B MPECIEIOBAaHUN KHUOEPIPECTYIUICHUH, TTOCKOJIBKY OIpEAeNsieT MPOTHBOIPABHEBIE JICHCTBUS, HAIIPaB-
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JICHHBIE HA XWIICHHE YY>KOTO WMYIIECTBA WM MPUOOpETeHHe MpaBa Ha Yy)KO€ UMYIIECTBO IMyTeM OoOMaHa WM
3JI0yTIOTPEOJICHUS JJOBEPHUEM.

Cratbs 273 YronoBHoro koaekca Poccuiickoit @enepanuu [9], o3arnabnennas «Co3naHue, UCHOI30BAHUE U
pacnpocTpaHeHHEe BPEAOHOCHBIX KOMIIBIOTEPHBIX MPOrpaMM», HIPAeT BaXKHYIO poyib B OOpbOe ¢ (ummHrom, mo-
CKOJIbKY 3HAUUTEJbHAS YacTh (UIIMHTOBBIX aTak CBs3aHa C MPUMEHEHHEM BPEJIOHOCHOTO MPOrPaMMHOTO obecre-
yenus (I10). 3aBnagenne JaHHBIMU TONB30BaTENCH — 3TO KIII0OUEBasi LeIb (PUIIEpPOB, U IJIsl JOCTHKECHUS 3TOW LeU
OHHU HEpEeNKO MPHOEraloT K pa3padoTKe, pacpOCTPAHEHHUIO U MCIIOIb30BAHUIO BPEAOHOCHBIX MPOrpaMM, CIOCO0-
HBIX IPUYMHUTH CYIIECTBEHHBIN BpeJl KOMIIBIOTEPHBIM CUCTeMaM U MH(OpMaIluu, XpaHsieiics Ha Hux [5].

KeptBoii mpaBoHapymmTeneil B ceTu MIHTepHET cTaHOBATCS JIIOAW HE3aBHCHMO OT BO3pacTa, 00pa3oBaHUs WIIH
npodecCHOHANBHON JesITeNbHOCTH. [ paxiaHe 1 opranu3aniy, MoCcTpagaBIine OT (PUIIMHIOBBIX aTaK U MOHECIIUE
B pe3yJbTaTe UMYIIECTBEHHBINA YIIepO MM MOpaTbHBINA Bpell, 00J1aaloT 3aKOHHBIM ITPAaBOM Ha 3aIlIUTy CBOUX WH-
TEpEcOB M BIpaBe 0OpPaTUTHCS B CYJ C UCKAMH K JIMIIAM, COBEPIIMBIINM JIaHHBIE TIPECTYIHbIC IEHCTBUS, ¢ TPpeOo-
BAaHHEM O BO3MELICHWH NPUYMHEHHBIX YOBITKOB M KOMIICHCAIIMM MOPAIBHOTO Bpena. DTOT MEXaHW3M IPaBOBOU
3aIIUTHI TTO3BOJISIET JKEPTBaM (PUINMHTA TOOWBATHCS BOCCTAHOBJICHHS CBOWX HAPYIICHHBIX MPaB M KOMIICHCAIIUH
IMOHCCCHHLBIX IMOTEPH, HE3AaBUCUMO OT MPHUBJICYCHUSA BUHOBHLIX JIMII K erHOBHOﬁ OTBETCTBECHHOCTH [3]

Pe3yabTaThl 1 00CyKIeHUs

Quuune — 3TO BUIl Kubepnpecmynjienuti, B OCHOBE KOTOPOTO JISKUT A00bIYa KOHOUISHIIMATFHON HH(HOPMAITIH
KEPTB, MOCPEACTBOM CO3IaHUA (1)aJ'ILHII/IBBIX BeG-CafITOB, MaccoBOM PacCCBIJIKU MUCEM C BJIOKCHHUAMU WUJIM CCBIIKA-
MW, TIPY TIEPEXO/IE MO0 KOTOPHIM MPOUCXOIUT 3apakeHre MPOrpaMMHOTo obecrieueHHs AeBaiica.

OUIIMHT-MOIIEHHUYECTBO YBEIMUNBAETCS C KaXIbIM MecsaleM. B HacTosiee BpeMsi (pUITMHrOBas aTaka Harle-
JIeHa Ha ayAUTOPHUIO, pa3Mep KOTOPOW BapbHUPYETCsS B IMIMPOKHX IMpeaesaXx — OT MACCOBBIX PACCHUIOK (0 MHJLIHO-
HOB aJIpecoB 3JICKTPOHHON MOYTHI MO0 BCEMY MHPY) JO IEJIEBBIX TPYII KIHEHTOB, IEPEUMCIICHHBIX HA HEOOBIINX
o pa3MepaM PO3HUYHBIX BeO-calfTaxX ¢ KIMKaMH, UMEIOIIHX po0eisl B o0mactu 6ezonacHocTH [1].

MOoIIIeHHUKH CO3/1al0T OJIATONMPHUATHYIO aTMOC(EpPY C )KEePTBOMH, BO3ICHCTBYS Ha €€ TICUXOJIOTHYECKYI0 CTOPOHY,
MOCPECTBOM BTUPAHUS B IOBEPHE C IOMOIILIO YOUTEIBHOCTH CIIOB, JOCTOBEPHOH Ha MEPBBIi B3rJIsiy HHGOpMa-
oW1 WIN KE CO3JaHUs YCHOBI/Iﬁ, PO KOTOPLIX IMOJIB30BATC/Ib JOJDKEH MIHOBCHHO OTpPCarupoBaTh BO I/I366)KaHI/IC
naryOHBIX TTOCIeICTBUH [6].

OmHUM U3 METOJIOB peall3allii QuuuHea SBISETCS CO3AaHue panvuusvix camog. OOBIYHO CTPAaHUYKH U3-
BECTHBIX OpraHM3alliii TPeOYIOT COBEPIICHHMS IUIATEXKEH, MO3TOMY WUMEHHO WX KHOEpIpecTyIMHHKAM BHITOJHO B
TOYHOCTH KOITUPOBATh, aObl HEBHUMATENHHBIA KIIUEHT TIEPEBOIHII IM CBOH JICHEKHBIE CPEJICTBA.

ComanbHbI€ CETH OTKPBIBAIOT TIepe] MOIIEHHUKAMH JABEPH ISl MACCOBOTO PACIPOCTPAHEHUS MX IOCIAHUH, K
IIpUMEPYy, B JIMYHBIX COO6H1€HI/I$1X, B KOMMCHTapUAX, B IIOCTax. Takue N3BCIICHUA COACPKAT BPEAOHOCHBIC CCBIIIKH
WJIH BJIOXKEHUS, TIPH TIEPEXO/IE 0 KOTOPBIM OCYIIECTBIISIETCS Mepeaada JTUYHBIX TaHHBIX HpecTymHukam. [Ipume-
POM TaHHOTO METO[Ia SBISIETCSA BUJ Qpuwunea — Email/spam/smishing, 6naromaps KOTOpOMY OCYIIIECTBISIETCS Mac-
COBOE paclpocTpaHeHue CoOOIIeHUH.

He ctout 3a0b1BaTh 0 TeNeOHHBIX 3BOHKAX, B KOTOPBIX 3J0YMBIIUIEHHHKH YBEPSIOT )KEPTBY B BHIMBIIIICHHBIX
mpobiieMax ¥ aruTUPYIOT HE3aMEUTUTENBHO PEIIUTh €€ C UX MOMOIIBI0 W HEeOOXOIMMO MPETOCTABUTH MIEPCOHAID-
HbIe AaHHbIe. Takol BuA guwunea Ha3eIBaeTcsa Vishing, 9ro o3HadaeT oOMaH mo TenedoHy, ToJI0COBOH (HIIHHT,
LEJNBI0 KOTOPOT'O TAKXKE SIBIISIOTCS J0ObIYa IePCOHATIBbHON HHPOPMALIUH.

BrigennM ocHOBHBIE METOAWKH U TEXHUKY uwiunea [7]:

v’ spear phishing — nTaHHBIN TUII O3HAYAET MEPCOHATBHYIO pacchliKy. COOOIIEHNE ¢ BAPYCHOU CCHIIKOM M
BJIO)KEHHEM OTIPABIISICTCS ONPEACICHHOMY JIUIYy B OpraHU3aluy, YTOOBI CO3/1aIach BU3yalibHasl CBA3b C OTIPABH-
TEJIEM W TOJIydaTesieM JJsl TIOCTPOSHUs TOBEPUTEIbHBIX OTHOLICHUH B LENSAX MONyuyeHHs TpeOyemol uH]opma-
LHH;

v whaling — cyTh TaHHOTO BUJIA puuunea 3aKITIOYAETCS B BPEIOHOCHBIX COOOLIECHUSIX C CCHUIKAMHE — BIIOYKE-
HUSIMU, HO HaIleJICHHBIMU HE Ha PSAOBBIX COTPYIHHKOB, 8 HA PYKOBOJCTBO OPraHU3alMH, OCKOJIBKY OHH, B CBOIO
odepeb, UMEIOT 0oJiee OOMUPHBIA KPyT HHGOPMAIMK 0 KOMITaHUH. YTOOBI MPUBJIeYs BHUMAHUE TAKOTO 3HAYHMO-
TO JIUIIa, COOOIIEHNE KaK MPAaBUIIO COJAEPKHUT CBEPXBAKHBIC JaHHBIE, HAXOAAIIHNECS B chepe ero PyHKINOHATBEHBIX
00s13aHHOCTEH.

v' BCO — naHHBI| THIT huiunea MoaApa3yMeBacT o1 co00i aghepy, MPOU3BOAUMYIO 370YMBIILICHHUKOM, KO-
TOPBI HE3aKOHHBIM 00Pa3oM IOy4aeT JOCTYN K aKKayHTy PYKOBOIWTENS OPTaHHU3AalM{ M BIIOCIEICTBHH OCY-
MIECTBIISICT PACCHUIKY MUCEM MTOJYMHEHHBIM [T OCYILECTBICHHUS ACHEKHOTO MMOTOKA WM ¢ MHCTPYKIMEH Ha pabo-
Ty, KOTOpasi HAHECeT KOMIaHUMU OOJBIION yiepo.

v' clone Phishing — naHHBIA THUII TOAPAa3yMEBAET KOIMPOBAHHE MUChMa M3 OPUTHMHAJIBHOIO cepBepa. 3110-
YMBIIUIEHHUKH TOIENbIBAIOT TOYHO TAKOE K€ MUCbMO, 3aMEHSSI CCHUIKM Ha BHPYCHBIE, M OTIPABJIAIOT €ro Mo-
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BTOPHO, SKOOBI C TOTO k€ OQHITHAIHHOTO KaHalla. BTOpyIO pacChUIKYy OOBSCHSIOT MOMYIICHHBIMH OITHOKaMHU B
TIEPBOM THICHME, YTO, Ka3aJI0Ch OBbI, HE TOJHDKHO CO3/IaBaTh BOIIPOCOB U BBI3BIBAET UYBCTBO JOBEPHSL.

v’ evil twin phishing - cyTh JaHHOTO THIIA (uiuUHea 3aKITIOYAETCS B TOM, YTO MOIIEHHUKH CO3AI0T (DasIbIIK-
By10 ceTh Wi-Fi, koTopas siBisieTcss IBOMHUKOM OpUTHHANBHON. OOBIYHO, TAKUE CETH HE 3allTU(PPOBAHBI TAPOJIEM.
ITonkmrouasick K HEH, MONB30BATENs MepeOpachBacT Ha CIEITUANBHBIA MOIIEHHUYCCKAN CAT, 3ampariuBaronIni
MIEPCOHANLHYI0 MH(OPMAIIHMIO I OCcyllecTBIeHus Bxoaa. [lomydaercs, mpecTyTHUK 3aXBaThIBACT JAaHHbBIC, TTOA-
KJIIOYaeTcs K CETU U MoydyaeT He00X0ANMYI0 eMy HH(OPMAIHIO U3-3a HE3AIUIIEHHOCTH TpaduKa.

v' Web Based Delivery — 310 0JMH U3 BUIOB ¢huiuuHea, KOTOPBIA CIOKHO Mpeayraaars. [IpaBoHapyIIHTEIh
HAXOJUTCS MEXY MOJIETTbHON BUPYCHON CTpaHHIICH 1 O(QUIIMATBHBIM CaTOM, B KOTOPOM HOKYIATENb TPOBOTUT
OILIATY 3a TOBAp, HO MPU ATOM HE JIOTAABIBASICH O TOM, YTO MOIICHHUK BCE 3TO BPEMs CJICIIUT 3a ero JeHCTBUIMH, B
pe3ynbTaTe 4Yero noxydacT HHPOPMAIUIO O TAHHBIX OaHKOBCKOM KapThI.

v’ content injection — MaHHBIA BUJ Yuuiunea OCYIIECCTBISICTCS MOIICHHUKOM IMOCPEICTBOM 3aMEHBI 4acTH
nH(pOpPMAIUH Ha caiiTe opHUIHuanbHOr0 UCTOYHHKA. CIOXKHO MPeayrafaTh, 9TO CChIIKA Ha TOBEPEHHBIX CTPAHUIKAX
MOJKET TIEPEHECTH IOJIb30BaTENS C HAJCKHOTO pecypca Ha (DUIIMHTOBBIN CaliT TOCPEICTBOM 3allOTHEHUS MEPCO-
HaAJBHBIMH TAHHBIMHU.

BriBoabI

O3HaKOMUBIIIMCH C CEPHhE3HOCTBIO Kubepnpecmynjienuti, BEpHbBIM PEIICHUEM SBISICTCS MPHHATHE KOMILIEKCa
Mep HaJIS)KHOW 3aIUTHI TIEPCOHATBHBIX JIAHHBIX OT HECAaHKIIMOHHUPOBAHHOTO JIOCTYIA:

HCIIOJIb30BAaHME COBPEMEHHBIX aHTUBUPYCHBIX IIPOrPaMM;

MTOCTOSTHHOE OOHOBIICHHE ITPOTPaMMHOTO 00eCIIeUeHUS;

OIUTENBHOCTD IIPH BBOJIE U Niepeade JIMYHBIX JaHHBIX 10 ceTH MHTepHeT;
MPOBEpKa JIOMEHOB CANTOB Mepe]] BBEICHUEM TUIATEKHBIX TaHHBIX;
ucTonb30BaHue nposepeHHbix Wi-Fi coennnenuit, ap.

CornacHo MepaM npoduIakTuKe, peiaraeMeiM «JlabopaTtopueit Kacriepckoroy», He00X0AMMO HCIIONH30BATh
pasHble Mapoiid K pa3HbIM caliTaM, PEKOMEHIyeTCsl BOCIOIb30BaThC ABYX(akTopHOH ayTeHTH(UKaImen, n3oe-
raTb 4Ype3MepHOro OOIICHUS B COIMANBHBIX CETSAX U MecceHIKepax [8], He IepeXoJUTh MO CChUIKaM, MOTYYeHHBIM
Ha DJIEKTPOHHYIO MOUTY

OUIMMHTOBBIC aTaKW, HAlleJIeHHbIE Ha JTMYHOCTEH, MOTYT HAHECTH CHIIBHBINA ypoH. CaMo mo ceGe He3aKOHHOE
MPUCBOCHHUE JIOCTYIA K JAaHHBIM TPETHUMH JIUIIAMU SIBJISICTCS PUCKOM, MOCKOJBKY MOIICHHUKH HAHOCST BpEJ HE
TOJIEKO (PMHAHCOBOMY TIOJIOKEHHIO, HO M MOPaJIHbHOMY COCTOSTHUIO JkepTBBL. DoTorpadvu MM BUACOPOIUKH MOTYT
WCTIONB30BAaThCS IS MTyOIMYHON IEMOHCTPAIINH, BEI3BIBAsI HETOTIOHUMAaHIE OKPYKAIOIINX WM TPOBOLUPYS TPaB-
nro - OymuHr. Takoe moBeeHre HEM30€eKHO OKa3bIBAeT HETaTHBHOE BIMSHUE HAa TICHXHUYECKOE COCTOSIHUE TIOTep-
TIEBIINX, a U1 U3BECTHBIX MEPCOH M MyOMMYHBIX (UTYP TOJOOHBIA WHIMISHT CIIOCOOCH MPUBECTH K 3HAYUTENh-
HBIM PEMyTAIlOHHBIM MOTEPSM, BKIIOYAs IMOTEPIO0 CTaTyca M JOBEPHS ayIUTOPUHU BCIEICTBHE PACIIPOCTPAaHEHHS
JIOKHOM HHPOPMALIUH.

OUIMHTOBBIC aTaKU OCYIICCTBIISIFOTCS M B OTHOIICHUN OPTaHU3allui, HAHOCS OOJIBIIION HETOMPAaBUMBIH yIIepo.
Kommnanun oTrBedaroT 3a KOH()HISHIMATHFHOCTh JAHHBIX KIMEHTOB, a MPH yTEUYKE STUX CBEACHHUN, OpraHU3aIlMs
MOJKET CTOJKHYTHCS C CyJeOHBIM pa30nupaTeIsCTBOM U TIOTEPEN JOBEPHS CO CTOPOHEI moTpeduTeneit. [loTeps kop-
TIOPATUBHBIX JITAHHBIX, «IIEPETPy3Ka caliTay M3-3a KOTOPHIX OPraHU3allvs HE MOXKET MCIPABHO (YHKIIMOHHUPOBATH,
TEM CaMbIM Tepsisi KIMEHTOB, BpeIaT OM3HeCY, BILUIOTh A0 €ro 0aHKPOTCTBA.

K coxanenuro, oT GUIIMHTA HE CYIIECTBYET YHUBEPCATHLHOT0, aDCONIOTHO HAJIEKHOTO CIIoco0a 3aluThl, rapaH-
TUPYIOLIETO TOJIHYI0 HEMPUKOCHOBEHHOCTH TMYHOW nHpopMmannu. OHAKO, HECMOTPS Ha 3TO, CYIIECTBYET LIENbIH
psan 3pPEeKTUBHBIX MEP U MPAKTUYCCKUX PEKOMEHAAIUH, KOTOPHIC MO3BOJISIOT 3HAYUTEILHO CHU3UTh PHUCK CTaTh
JKEPTBOHM (pUIIMHTA W 00€30TIaCHTh CBOW NEPCOHAIBHBIE JaHHBIE. | TaBHOE OpyXkue B 00oprOe ¢ (HUITHHTOM — 3TO
MOCTOSTHHAS OIUTEIBHOCTh U KPUTHUECKOE MBIIIJICHHE TIPU paboTe B UHTEpHETE [2].

OddekxTurHas 60prda ¢ KHOEPIPECTITICHUSIME TPEOYET KOMIIEKCHOTO TOX0/1a, COUYETAIONIero B cebe TeXHU-
YECKHe, OpPraHW3aI[MiOHHBIE W TMPAaBOBbIE Mephl. BaXHBIM (DaKTOPOM SIBIAETCS TOBBIIIEHHWE OCBEIOMIIEHHOCTH
MoJIb30BaTeNell 0 (PUIIMHTOBBIX YIpo3ax M 00ydeHHe HX IMpaBmiiaM 0e301MacHOro MOBEAeHHs B HHTepHEeTe. ToIbpKO
COBMECTHBIMH YCHIIUSIMHU TOCYJJAPCTBEHHBIX OPTaHOB, FOPUINYSCKAX OPraHU3aIUi M YACTHBIX JIUI] MOXHO CO31aTh
HAJSKHYIO CHCTEMY 3allTUTHI OT (PUIMMHTOBBIX aTaK U 00eCIeYnTh 0€30MMacHOCTh HHPOPMAITMOHHOMN CpeIbL.
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