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AJITOPUTM NPUMEHEHHU A KACKA/THOT'O IIU®POBAHUA Y ®YHKIUN
®OPMUPOBAHUSA KJIIOYA B YCJIOBUAX IOTOKOBOM OBPABOTKHU JAHHBIX

M.C. Boiitenko, B.®. bapa6anos

Bopone:kckuii rocyiapcTBeHHbIH TeXHUYEeCKUl YHUBEpPCUTeET, I. BopoHne:k, Poccus

AHHOTaNMsI: PacCMaTpUBaeTCsl akTyasibHas npobsiema obecrieyeHrsi 6e30MaCHOCTH JAaHHBIX NPU epesiaye U XpaHeHWH.
ITpeznaraeMslii aIrOpUTM paccuMTaH Ha paboTy B ITOTOYHOM PeXMMe C UCIO0/Ib30BaHHEM KacKaJHOTO (ABOIHOr0) mrdpoBaHus,
4TO 1103BOJIsIeT 3¢deKTUBHO IM(POBATh MOTOKU JJAHHBIX, 0e3 co3aaHus M XpaHeHHs (aiia ¢ OpUrMHAIBHBIMU JJAHHBIMH Ha
[IMCKe, a TaKKe UCK/IIoYaeT JeiCTBYs, CBsI3aHHbIe C TIOBTOPHBIM UTeHHeM IuvpyeMoi nHpopMaLpi. B ocHoBe anroput™a Jie-
JKUT UCIO/b30BaHUe [ByX MOTouHbIX mMdpoB (ChaCha20 u HC-256) u ¢yHkuuii dopmupoBanust Kaoya — Argon2 U scrypt.
KrtoueBbIMM 0COOEHHOCTSIMU a/ITOPUTMA SIBJISIFOTCS: MCIIO/b30BaHHe KacKaJHOro IIM(POBAaHMS MOTOYHBIMH LIM(pPaMH COBMe-
cTHO ¢ QyHKUMAMH GOpPMUPOBaHMS KITkOUa Jiisi obecrieueHusl YHUKaIbHOCTH 3allM(POBaHHbIX [JAHHBIX JaXKe MPH WIeHTUUHBIX
VICXO[HBIX JAHHBIX; MeXaHW3M IIM(POBaHUs K/IFOUYA TMO3BOJISET W3MEHSTh Mapoyiv 6e3 HeoOXOAMMOCTH TOJIHOTO [TOBTOPHOTO
umdpoBanus AaHHbIX. OGBEKTOM PacCMOTPEHHsl B PaMKax [JAHHOMW CTaTbH SIB/ISIETCS aJFOPUTM, 00eCreurBaroLivii BbICOKHI
YPOBEHb 3aIlUThI, I7ie /IS AOCTyTa K JAaHHBIM 3/I0yMbILIUIEHHUKY NOTpeOyeTcst OZIHOBPEMEHHO I107j00parh JBa He3aBUCHMBIX
K/II0Ya, YTO BBIYMCIMTENIBHO KpalHe 3aTpaTHO, NPH HCHOJIb30BAHMU COBPEMEHHOro 00opynoBaHMs. IIpefiioKeHHOE pellleHue
TipeiHa3HaueHo Aj1s1 6e30MacHOro /JO/Ir0CPOYHOTO XpaHeHHUs U Tepejjaurl KOH(U/ eHIMaabHOH NH(OpMAaLY, HarlpuMep, rapo-

J]Eﬁ, TMepCoHa/IbHBIX U APYTUX YyBCTBUTE/IbHBIX JdHHBIX

KnioueBsbie ci10Ba: mmpposaHue, NOTOYHOE MH(POBaHKE, KacKaJHOe MH(ppoBaHUe, QYHKIH (GOPMHUPOBAHUS KIIIOUA

BBeaenue

B nactosimee BpeMsi Mcnojib3oBaHHEe HHGOP-
MAalMOHHBIX TEXHOJIOTUH TpeOyeT coOmoneHus
Mep 0e30MmacHOCTH AJIsl XPaHWUMBIX W TIeperaBae-
MBIX JAaHHBIX. be3 wcnosnp3oBaHus mHUQPOBaHUS
nepenaBaeMas nHGopManus OyaeT HOCTyIHa s
IepexBaTa 3JO0YMBINUICHHUKAMH: OT JIMYHBIX CO-
oOmieHuit u (ororpaduit 10 AaHHBIX OAHKOBCKUX
KapT U KoMmMmepuecko TaiiHbl. IlomaBnsroiiee
OOJIBIIMHCTBO AAHHBIX IEepenacrcsi MOCPEICTBOM
cetu MHTepHET. B MaHHOH cTaThe NMpPENJIOKEH al-
TOPUTM TPUMEHEHHUs] KacKaJHOTO IH(POBaHUS
MMOTOYHBIMHU IU(paMu U GYHKIUIMU POPMHPOBA-
HUS KJII049a. ANTOPUTM paccyuTaH Ha paboTy B IO-
TOYHOM DPEKUME, TO €CTh JaHHBbIE YUTAIOTCS I0-
CJICIOBATENIFHO U TOJIBKO OJUH pa3. DTO MO3BOJISET
mudpoBaTh MOTOKU JaHHBIX, TAKHWE KaK BUACO WIIH
JaHHBIE C JaTYMKOB, 0€3 3aJepiKeK, CBSI3aHHBIX C
HEOOXOOMMOCTBIO 3arpy’kaTh BECb 00bEM IaHHBIX
Ha YCTPOWCTBO B OIIEPAaTHBHYIO NaMSITh WIH Ha
JTCK.

B anroputMe HCHONB3yIOTCS TOTOYHBIE IUQ-
peL. TloTOUHBI TH(pP — 3TO CHMMETPUYHBIN aNTo-
PHUTM, B KOTOPOM IIU(POBAHUE KAKIOIO JIEMEHTa
OTKPBITOTO TEKCTa 3aBUCUT OT TEKYIIEro COCTOS-
HUS aJrOpUTMa M MPOU3BOAMTCS B PEaJbHOM Bpe-
menn [1].
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Poab napoas u pynkuuu ¢gopmMupoBaHus
KJII04Ya

ITaponb nogaéres B Gpopmare base64 [2]. Hc-
MOJIb30BaHKUEe base64 00yCIIOBICHO HAJIMYUEM BO3-
MOXKHOCTH HCIIOJIb30BaTh B TapoJie CUMBOJ Iepe-
Hoca cTpoku (0xA) kxak yacth mapons. CHMBOI
MEPeHOCa CTPOKU NPEAINOaracTcs HCIOIb30BaTh
JUT pa3felieHus] OHOTO Tapois OT JPYyroro, Mo-
3TOMY HEOOXOAWMO BBITIOIHHUTH IpeoOpa3oBaHUE
napoJisi ISl MCIOJIb30BaHUs B aaroputme. [locty-
MAOUIWA Tapoiib OyJeT ASKOMUpOBaH W3 Qopmara
base64, uTo obecneunBaeT KOPPEKTHYIO 00paboTKy
Mapoyiss HE3aBUCHUMO OT HCIOJIb3YEMBIX B IMapoJie
3HAYCHUH OaWT.

Korna mapone BBenéH, cpabarpiBaeT (yHKIUS
dhopmupoBanus kmoda (key derivation function
i KDF). KDF — a10 QyHKkIus, Gopmupyromas
OJIH WJIN HECKOJIbKO CEKPETHBIX KJIF0Yeil Ha OCHO-
Be cekperHoro 3HadeHws [3]. KDF ydactByer B
MUQPOBAHUYU KJIFOYA ISl TOCIEAYIONIETO XpaHe-
HUS, a TaKkKe 3HAYUTEIBHO YCIIOKHSET MpOIecc
B3JI0Ma MeTooM Tiepebopa. Kirtou mpezacrapisier u3
cels clydyaiiHyI0 TOCJIeI0BaTeIbHOCTE (HAIpUMeED,
/dev/random), koTopas OymeT HCIOJIL30BAThCS B
anroputMax MmuppoBaHUS JaHHBIX. [lpumeHeHue
CITyJaifHOH TOCIIENOBAaTEILHOCTH JeilaeT 3armmd-
POBAHHLIC NaHHBIC YHUKAJIbHBIMU, OaXE IIPU OOU-
HAKOBBIX MICXOIHBIX TAHHBIX.
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B xauectBe QyHKIHI hopMUpOBaHUS KITIOYa
IpearnonaracTcs HUCIONb30BaTh Argon2  uw/miu
scrypt. KimroueBolt 0c0OEHHOCTBIO TaHHBIX (YHK-
LU SBISIETCS MHTEHCHBHOE HCIONb30BaHUE BBI-
YHUCIUTENBHBIX PECYPCOB M ONEPATUBHON MaMsITH,
YTO JieJaeT MAacCOBBIM TapasuIeIbHBIN Mepedop
napojiel Ha CIeHUaTu3UPOBAHHOM 000pYIOBaHUH
KpaiHe 3aTpaTHBIM U MEJICHHBIM [4, 5].

O0paboTaHHbI (YyHKIUEH MapoIb UCIOIb3Y-
ercs Ans muQpoBaHUS CIIy4ailHOTO CEKPEeTHOIO
KJIIoYa C TOMOIIbI0 Jiorndeckoi omepaunn XOR.
OCHOBHOE TPEUMYILECTBO HAHHOIO IIOAXOJa B
TOM, 4TO I1apoJib U MPOU3BOAHAS OT IAPOII HE HC-
MOJB3YIOTCST Ul HEMOCPEICTBEHHOIO IIH(pOoBa-
Hus naHHbiX. ludpyercs ciydalHbIA KITFOY, KO-
TOPBIM MpHUMEHSETCS B TOTOYHBIX mmdpax. ITo
TaKKe MO3BOJISIET MEHATh Maponu 0e3 HeoOXoau-
MOCTHU HNOBTOPHO In(poBaTh AaHHbIC. [IoBTOpHO-
My HH(POBaHHIO TOABEPTHYTCS TOJIBKO KITIOUH.

Pesynpratom omepanuu OymeT CIIy>KUTb 3a-
mudpoBaHHbI ceKpeTHBINH Kitod. Cxema mmdpo-
BaHM Mapoiisl 0003HavYeHa Ha puc. 1.

AnroputM mu(GPOBaHUSA KIOYA BBIIAIUT
CIIETYIOITIM 00pa3oM:

EK = KDF(password)®key,
rne EK — sto 3ammdpoBannsiii kirou (encrypted
key). AHAJOTUYHO BBHIIISIIUT aNropuT™M Aenudpo-
BaHUSL:

key = KDF(password)®EK.

password

v

KDF

v

key —>@

encrypted key

Puc. 1. Hludposanue xmroda ¢ npumenenneM KDF
Kackannoe mm¢poBanne 1aHHBIX

IMpeanonaraercs mmdpoBarh IBAKABL: Tep-
BBIIl pa3 C KCIOJb30BAaHHUEM ITOTOKOBOrO IHdpa
ChaCha20, Bropoii — HC-256, Tak ’ke TOTOKOBOTO.

Ha puc. 2 moka3aHa cxemMa NPUMCHCHUS
JIBOHHOTO MIH(POBAHUS JaHHBIX.

data

!

keyl —>»| stream cipher 1

v

key2 —>»{ stream cipher 2

v

encrypted data

Puc. 2. Cxema npuMeHEHHs ABOHHOTO IU(PPOBAHHS JaHHBIX

O6a mepeducaeHHBIX MHU(pPa SABISAIOTCS IO-
TOYHBIMH, TO €CThb JaHHbIe MHUQPYIOTCS OmNepany-
eii XOR c¢ mceBmocmydaiiHO# moOCIIe0BaTEIHHO-
CTBIO, TEHEPUPYEMOM HAa OCHOBE Kiroua. [[BoitHOe
mmdpoBanue  obecredunBaeT  AOMONHUTEIbHBIN
YPOBEHb 3aIlUTHI, I03TOMY €CJIM OAMH U3 KJIIOYEH
WIN adropuTMOB HudpoBaHus OyaeT cKoMIpoMe-
THUPOBAH, AaHHBIC OCTAHYTCS 3AIIUIIEHHBIMH OJna-
rozjapsi BTopoMy ypoBHIO mudpoBanus. [ng B3mo-
Ma 3JI0yMBIIIJICHHUKY MoTpedyercst mogooparh o0a
KJIF0Ya OJHOBPEMEHHO, YTO BBIYHMCIUTENIFHO Kpai-
HE 3arpaTHO NpPH HCIIOIH30BAHHH COBPEMEHHOTO
000pyIOBaHMSL.

AJNTOpPHUTM JBOWHOTO MIM(POBAHUS BBITJISIIUT
CIIEAYIOIUM 00pa3oM:

ED = cipher2(key2, cipherl(keyl, data)),
rae ED — ato 3amm¢poBannsie qanHbie (encrypted
data). AHaJOrMYHO BBHIIISIAUT ANTOPUTM IS [ie-
I PPOBAHUA:

data = cipherl(keyl, cipher2(key2, ED))

BBox ¥ BLIBOI JaHHBIX

ITopsimox BBOJA M BBIBO/A JTAHHBIX IPE/ICTAB-
JeH Ha puc. 3. B anroputm nmomaércs nBa mapodis
(B dopmare base64 KaxIplif) IO OYepeaH, TTPOU3-
BOIUTCS Omepanys MUQpPOBaHUs WK Jemu(poBa-
HUS (€CITH UCTIONB3YEeTCsI COOTBETCTBYIOIIMIA apry-
MEHT WM TepeMeHHas OKpyXeHHsd). BrIxomHble
JaHHbIe TpU MU(POBaHUU OYyAyT CIEAYIOMIMMU:
mepBele 32 ©OaiiTa 3aHWMaeT 3aImM(pPOBAHHEII
KJIF04, BTOpble 32 OaifTa — BTOpPOW KJIIOY, ITOCIHE
Yero HEKOTOPOE MECTO 3aHHWMAIOT JaHHBIE, a TI0-
cneqaue 32 GaiiTa 3aHUMaeT 3amuppoBaHHAs Xell-
cymma (Hanpumep, «Ctpubor» B pexxume 256 Out
[6]) opuUTHHANBHBIX MAHHBIX JJIS TMPOBEPKU IIEIIO-
CTHOCTH.

B ciydae, ecnu naHHBIE TOIEXKaT ACHIH]-
POBKe, BXOAHOH MOTOK Oy/leT WACHTUYHBIM, HO BbI-
XOOHOM MOTOK OyAeT coiepikarh paciiugpoBaH-
Hyto wHpopMmaruio. [locnennnii O6aliT B TOTOKE,
rociie OKOHYaHHUS IeMU(PPOBKH, CIIYKUT METKOH O
LIEJIOCTHOCTH pacHi(PpOBAHHBIX TaHHBIX HA OCHO-
BE€ TIPOBEPKH XAII-CYMMBI.
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stdout
stdin
encrypted keyl
data
encrypted data
password1
encrypted hash

Puc. 3. Ilopsanok BBOAA U BBIBOJA JaHHBIX
(pexxuM mudpoBaHms)

IMapameTrps! pyHKUUIT POPMUPOBAHUS KJIHOYA

ITapamerpst KDF cnenyer 3amaBaTh TakUM
00pa3om, 9TOOBI MCTIOIL30BaTh HAUOOJBIIHMHA JOC-
TYNHBIH 00BEM ONEpPaTHBHOTO 3allOMHUHAIOIIETO
ycrpoiictBa (O3Y) u mpuemiieMoe BpeMs NpH
dhopMupoBaHUHM KITIOYa. DTO CO3AACT JOTOTHH-
TEJIbHBIE 3aTpaThl aTaKyIOIIEMY, TaK KaK B Cllydae
ron0opa Kiroua rpy0oi cuitoi, OyaeT HeoOXommMo
NPUMEHSATH uAeHTHYHbIe napaMeTpsl KDF.

HaGop mapamerpoB, wucnons3yromuid 410
O3V wu 3arpaunBarommii 32,76 cexyan B Argon2d
Oyzner cienyrouwmit: p=4096000, t=15, p=1.

Jns Scrypt mapameTpsl OymyT CIETYyOIIHE:
log n=22, r=8, p=4. UcnonwzoBanue O3Y Oyner
HWACHTHYHBIM, a 3aTpauuBacMoe BpeMs OyneT OKo-
10 30,73 cexyH/I.

Beumn ucnons3oBaHbl OMONMMOTEKH Ha SI3BIKE
RUST: argon2 Bepcum 0.5.3 u scrypt Bepcun
0.11.0. 3arpaunBacmoe Bpems Ha (opMHpOBaHUE
KJIIoya OBUIO ONpeesieHO B XOJe MPOBENCHUS Tec-
TOB UCIONB3Ys nporeccop AMD Ryzen 5 3600x B
OJTHOIIOTOYHOM PEeXHIME.

Crnenyer OTMETHUTB, YTO Ipoueccsl GOpMUpo-
BaHHS KIIOYeld He TpeOyIoT IMOCIeN0BaTeILHOTO
UCTIOJIHEHHST W MOTYT OBITH pa3leNeHbl Ha He-
CKOJIBKO IIOTOKOB, HO B TaKOM Cily4ae 00beM HC-
nosnb3oBanug O3Y Oyaer cyMMHpOBaThCSL.

3aKkJIoueHne

[IpencraBneHHbI B JaHHOW CTaThe aarOpUTM
MPUMEHEHHUST KaCKaIHOTO MU(POBAHUS C MPUME-
HEHHEM NOTOYHBIX IUPPOB U QPyHKIHAMHU HOPMU-
POBaHHA KIIF0OYa MOXKHO HCTIONB30BaTh JJISL JOJTO-
CPOYHOTO XPaHEHHUS YYBCTBUTCIbHBIX JIAHHBIX:
napoJiedd, JaHHBIX MacIopTa, JOTOBOPOB M JIPYTHX
YaCTHBIX JAHHBIX, HYXIAIOUIUXCS B 3aIldTe OT
HECaHKIIMOHUPOBAHHOTO JIOCTYIIA MPH XPAHCHUU U
repeaye mocpeacTBoM cetu MHTepHeT.

KoHneuHblil pasmep NaHHBIX OyleT yBENIWYeH
Ha 96 OaiiT (64 Oalita B Hauaje COOOIICHHUS U 32
OaiiTa B KOHIIE COOOIICHHUS), YTO TO3BOJISAET IPO-
THO3MPOBATh WTOTOBBIA pa3Mep 3alm(ppoBaHHBIX
JAaHHBIX.

B ciyyae mpyMeHEHUsS MCIIOJIb30BaHMS MHBIX
aNropuTMOB MH(POBaHUS WK (PYHKIIUH XAIIHUPO-
BaHUS, KOTOpble WMEIOT OTIMYHBIE OT TPEACTaB-
JICHHBIX OOBEMBI KIFOYEH WM XEI-CyMM, HTOTO-
BBIil 00bEM JaHHBIX MOXKHO BBIYHCIUTH CIEHYIO-
UM 00pa3oMm:

S =2 Sk; + Sd + Ssh,
rme S — UTOroBbIl 00beM, Sk — 00beM Kirroua, Ssh
— 00BEM XDII-CYyMMBI.

ANTOPUTM MOXET UMETh OTPaHHUYEHIS IO KO-
JIMYECTBY JAaHHBIX, MOUICKAIIUX NIH(PPOBAHUIO.
[loTtounsie mUGPHI UMEIOT BHYTPEHHHUE N-OUTHBIC
CYETUMKH, YTO 3a4a€T JaHHOE OrpPaHUYCHHE.
ChaCha20 umeer orpanuyenue B 256 I'0, Tak kak
nMeeT 32-OWTHBIA CYETYMK W UCIOJIB3yeT & OalT
Ha 6ok [7]. Lludp HC-256 xe ciocobeH renepu-
pOBaTh KIFOYEBYIO MOCIEAOBATCIBHOCTh JJTUHON
10 2'%* Gur [8].

Permiennem nanHOW TpOONEMBI SIBISETCS 3a-
MEHa aJITOPUTMOB TOTOKOBOTO INMM(pPOBaHUSA Ha
JIpyrue ¢ OONBIIUM CUETYUKOM COCTOSHUM WU
CO3JIaHUE MPOW3BOJHBIX KIIOYA I TEHEepaluu
HOBBIX IICEBIOCIYYalHBIX IOCIEI0BATEIbHOCTEH,
OJTHaKO, BTOPON BapHMaHT MOXET IOBJeYb HEycTa-
HOBJICHHBIE PUCKH KPUTITOCTOMKOCTH, TaK KaK CO3-
naéT CBSA3b MEXIy T€HEepHpPYEeMBIMH IOCIEelIOBa-
TENBHOCTSIMH.

Jpyrum SBHBIM HETOCTATKOM SIBIISIETCSI HEOO-
XOIUMOCTh HCIIOJIb30BAaHUS JIBYX Pa3HBIX MapOJICH,
YTO MOXKET OKa3aThCS TPYAHBIM ISl 3aIlIOMUHAHUS
WA BHECTH JIOTIOJHHUTENHHYIO CIIOXHOCTD JJIS pea-
JIM3AIMU aBTOMATHYECKON CUCTEMBbI IIM(QPOBAHHS.
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ALGORITHM FOR APPLYING CASCADE ENCRYPTION AND KEY DERIVATION FUNCTIONS
IN STREAM DATA PROCESSING ENVIRONMENT

M.S. Voytenko, V.F. Barabanov

Voronezh State Technical University, Voronezh, Russia

Abstract: this article addresses the current problem of ensuring data security during transmission and storage. The
proposed algorithm is designed to operate in a stream mode using cascade (double) encryption, which enables efficient
encryption of data streams without creating and storing a file with the original data on the disk; it also eliminates the need for
re-reading the information being encrypted. The algorithm is based on the use of two stream ciphers (ChaCha20 and HC-256)
and key derivation functions - Argon2 and scrypt. The key features of the algorithm are: the use of cascade encryption with
stream ciphers combined with key derivation functions to ensure the uniqueness of encrypted data even when the original data
is identical; the key encryption mechanism allows for changing passwords without the need for complete data re-encryption.
The object of consideration in this article is an algorithm that provides a high level of protection, where an attacker would need
to simultaneously compromise two independent keys to access the data, which is computationally prohibitive even with
modern equipment. The proposed solution is intended for the secure long-term storage and transmission of confidential
information, such as passwords, personal, and other sensitive data

Key words: encryption, stream cipher, cascade encryption, key derivation function
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